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 الأمن السيبراني أهمية موضوع التكوين: 

الإداريين    مخصص   تدريبي   برنامجالتعريف:   السيبرانيحول  والمهندسين  لفئة  الأدوات، الأمن   ،

 .، وحماية البيانات الخبرة، تحسين  الحماية مواضيع والبرمجيات، مع التركيز على

 .(ساعات  3  - 4 )منتدريب  يوم 1                   المدة الزمنية المقترحة

 المقدمة 

مع تطور التكنولوجيا وزيادة استخدام الإنترنت في جميع مناحي الحياة، أصبح الأمن السيبراني أحد أهم  

المجالات التي تهتم بها الدول والشركات والأفراد. يهدف الأمن السيبراني إلى حماية الأنظمة والشبكات  

خسائر مالية، وتسريب معلومات حساسة،   والبيانات من الهجمات الإلكترونية والاختراقات التي قد تسبب 

 .وتعطيل الخدمات 

 الأهداف التدريبية 

 :بنهاية البرنامج، سيكون المشاركون قادرين على

 .فهم مفهوم الأمن السيبراني وأثرها على العمل الإداري ✅

 .حماية المعلومات والتجهيزات والمؤسسات أدوات الأمن السيبراني في  أهمية ✅

 .الأمن السيبرانيهجمات برمجيات استعراض أهم  ✅

 الفئة المستهدفة    

 .الإدارات والأقسام المهندسون في •

 .موظفو السكرتارية والمساعدون الإداريون •

 المعلومات العاملون في  •

 .مسؤولو الأرشيف والتوثيق الإداري •

 .أي شخص يسعى لتطوير مهاراته في المجال الرقمي •

 محاور الدورة        

 الأمن السيبراني المحور الأول: أساسيات   

 .في المؤسسات الحمايات مفهوم  •

 .الأمن السيبراني في المؤسسات أهمية  •

 .أدوات الحمايات الفروقات بين  •

 الحمايات والأمن السيبراني المحور الثاني: أدوات        

 .أنواع الهجمات السيبرانية •

 .السيبرانيوسائل وتقنيات الحماية في الأمن  •

 . برامج الحماية مفتوحة المصدر •


